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Abstract

IP routers are difficult to scale to very high rates due to the significant amount of electronic pro-
cessing required for each IP packet. In WDM networks, an alternative to IP routing is Optical
Flow switching. The idea behind the Optical Flow switching is to set up WDM cut-trough trans-
missions for large messages. Unfortunately, current WDM systems only have a limited number of
channels that can be used for cut-through transmissions. This work investigates the performance
of several schemes that calculate a threshold for determining whether a message is sent over IP or
over a WDM cut-through. We discuss the performance of static schemes which do not vary the
threshold and dynamic schemes which vary threshold in response to changing network condi-

tions.
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1.Introduction.

Over the past decade the number of Internet users has grown dramatically, with each user adding
more demand to the network. Over time, each user’s traffic tends to increase, adding further to the
demand. This growth in traffic demand is expected to continue for years to come. In response to
this expected demand, network equipment vendors and service providers have developed and
deployed larger and faster routers. However, the routing speed of existing IP rouaters is not keeping
up with the quickly growing transmission rates within networks, particularly with the rates of
Wavelength Division Multiplexing(WDM)-based networks that have rates of hundreds of Gbps.
IP -outers are difficult to scale to high rates due to the significant amount of electronic processing
required for each IP packet. Several schemes such as IP switching [1], Tag Switching [2], ARIS

[3] and CSR [4] have been proposed to improve the performance of IP routers.

WDM increases the capacity of embedded fibers by first assigning incoming optical signals to
specific frequencies within a designated frequency band and then multiplexing the resulting sig-
nals onto one fiber. Because incoming signals are never terminated in the optical layer, the inter-

face can be bit-rate and format independent, allowing the service provides to integrate the WDM
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Figure 1. WDM channels in an optical fiber
technology easily with existing equipment in the network while gaining access to the untapped

capacity in the embedded fiber. WDM combines multiple optical signals so that they can be



amplified as a group and transported over a single fiber to increase capacity (see Figure 1). Each
carried signal can be at a difierent rate (OC-3/12/24, etc.) and in a different format (SONET,
ATM, data, etc.). For exarnple, a WDM network with a mix of SONET signals operating at OC-48
(2.5 Gbps) and OC-192 (10 Gbps) over a WDM infrastructure can achieve capacities of over 40
Gbps. A system with WDM can achieve all this gracefully while maintaining the same degree of
system performance, reliability, and robustness as current transport systems, and in some

instances even surpassing it [5].

Delivery of IP services can be greatly enhanced by hamessing the huge capacity and configurabil-
ity of WDM. The optical layer can provide many additional services such as reconfiguration, mul-
tilayer switching and restoration. However, to take full advantage of the underlying optical layer
the network protocol stack needs to be simplified. Right now, the multitude of layers in the proto-
col stack produces bandwidth inefficiencies, adds to the latencies of connections and inhibits QoS
assurances.The layers are also unaware of each other, which causes duplication of network ser-
vices or operation on different and sometimes conflicting virtual topologies. Instead, we can use a
simplified stack (Figure 2) with a WDM-awai< electronic layer. Such an arrangement will greatly
enhance the possible synergy that can be obtained from interactions between IP and the underly-

ing configurabie WDM pipes [6].



Figure 2.
a) A typical internet connection with a multitude of layers between IP and the WDM
b) Protocol stack with the WDM-aware electronic layer.

In particular, the WDM-aware optical layer is naturally suited for flow switching. Flow switching
can be used to alleviate the bottleneck associated with routing at the TP layer. Flow switching was
originally conceived in the context of ATM networks as IP switching which was proposed by Ipsi-
lon[1]. The idea of IP switching is to set up ATM virtual circuits for those connections that are
perceived to be of long duration [1]. A flow is defined as a sequence of packets having some com-
mon properties such as the same destination or port number. The focus of this project is to investi-
gate the incorporation of flow switching in WDM networks. In such networks. IP routers will be
connected using separate wavelengths. Instead of allocating an ATM Virtual Circuit (VC) to the
flow, the WDM-aware layer will allocate a complete wavelength to the flow of packets (Figure 3).
Flow switching can yield higher throughput and lower latencies by avoiding the IP routing bottle-
neck. The main question addressed in this paper is: how does the network decide when to opti-

cally switch a flow and when to switch the flow electronically?
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Figure 3. WDM network with flows between several nodes

2.Background Information

2.1 Introduction to IP switching.

IP switching integrates IP routing with the fast lookup and copying mechanisms of ATM switch-
ing. Consider the IP switch shown in Figure 3. Assume that the switch is surrounded by a number
of identical neighbors. The switch begins by establishing adjacency with its neighbors, identifying
them as fellow IP switches. This is done using a special Ipsilon Flow Management Protocol
(IFMP). IP datagrams arrive at the switch from various sources. These datagrams are part of a
flow between two user processes, or between two end points in the network. Initially, all data-
grams from all flows are received and transmitted on a single, default ATM VC. The flow classi-
fier in the switch inspects the contents of the fields that characterize the flow and makes its
decision based upon a local policy. For example, a flow classifier might look for well-known
source or destination port numbers to identify the application. Flows belonging to FTP data con-
nections might be configured to be switched at the ATM layer, but DNS queries could be routed

through IP. Another example of a flow classifier might count the number of packets received on



each flow. If the number of packets received within a specified time interval exceeds a threshold

the flow is switched at the ATM layer[7].

If the switch decides to switch the flow at the ATM layer, it will attempt to establish a unique VC
for the flow, so that it may be switched quickly in hardware [1]. The switch tells its upstream
neighbor to begin sending all datagrams that are in that flow on a separate VC (Figure 4 b). This is
achieved by sending a redirect message to the next switch that is upstream in the flow. Similarly,
the switch will receive a redirect message from its downstream neighbor when the downstream
neighbor detects a flow (Figure 4c). When the flow has been successfully bound, the switch can
perform hardware, layer-2 switching for the incoming VC to the outgoing VC, without consulting

any routing tables or performing any other processing (Figure 4d).

IP ROUTER IP ROUTER

ATM

Node U Node Node
switch

a) All packets travel through IP router b) Redirect message is sent upstream
Upstream router/node binds a flow to VC

Node

swilch

{P ROUTER IP ROUTER

"

\\
- m
Nudc-J ® = = ~= Node Node - Ncde

c) Redirect message is recieved from downstream d) Cut-through established

Figure 4. IP switching
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2.2 Optical Flow switching

The idea of Optical Flow Switching is similar to the idea of IP/ATM switching. Instead of the

ATM switch, a Frequency Selective Switch (FSS) is used. FSS can take any wavelength on any of
the incoming ports and switch it to any of the output ports (Figure 5) Other, more limited versions
of a WDM switches also exist, such as Optical Broadcast Star, where each port can transmit only

on the frequencies not occupied by other ports.

Input Ports FSS Output ports

3 — 3
4 — — 4
5 — — 5

Figure 5. Frequency Selective Switch (FSS)
Located on top of the WDM switch is a routing kernel and a switch controller which makes the
decisions about switching the flows. Packets arrive on WDM channels and get processed through
the WDM-aware electronic layer and then get passed to the IP router. At that point, if the switch
controller detects a flow, it can decide to either switch or route it. The decision can be made either
based on the duration of the flow or the Quality of Service requirements. Some flows might
require very low delay even though their duration may not be very long. These flows should have
higher priorities than longer, but less latency-dependent flows and are more likely to be switched

than routed.
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However, in certain respects, IP/WDM switching is fundamentally different from IP switching
over ATM. For example, the IP/ATM switch is almost unlimited in the number of flows it can sup-
port at a time, since only a single VC is necessary for a flow to be established, and ATM switches
support thousands of VC’s simultaneously. On the other hand, the number of simultaneous flows
in an Optical switch system is limited by the physical number of channels supported by the sys-
tem. Some WDM systems can support as many as 80 different wavelengths, a number that is still
insignificant compared to the thousands of VC’s supported by ATM. Therefore, if the optical
switch controller binds flows to WDM channels unwisely, it will run out of channels very quickly.
Also, the price for binding the entire channel to a short flow is very high because of the long set-
up times for optical channels. Spending 3 milliseconds to set up an optical path for a microsecond
flow is very inefficient. The IP/ATM switch’s flow classification mechanism classifies flows based
on their expected duration. Since the switch does not know the size of thz incoming flow before-
hand, it has to guess the duration of the flow. In ATM systems, the set-up time for a VC is very
snort and the price for giving the short flow a VC is minimal, which is not true for the Optical sys-
temn. Therefore, flow identification algorithms used in IP/ATM switches will not work well with

IP/WDM switches.

3.Models

3.1 Flow classification methods.

The design of a better classification algorithm for Optical flow switching is the focus of this
project. The new algorithm must take into account the number of available wavelengths, capacity

of the IP router and other parameters, such as the setup times for the switch. There exist two dif-
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ferent approaches that can be used to do flow classification. In the simpler method, the application
is responsible for letting the switch know the complete size of a message. With this information
the switch can make a decision on whether to route the message over IP or send it in a single burst
over some WDM channel. However, several problems exist with this method. First, we have to
trust the application, since it is fair to assume that some applications might be inclined to lie about
the message size in order to get a better bandwidth allocation. Also, in many cases, the application
doesn’t know the size of a message beforehand, particularly for the messages which are generated
automatically, such as with Common Gateway Interface (CGI) scripts. It is inefficient for the
application to buffer the whole message to get its complete size, since part of the message can be
transmitted while the rest of it is being generated. In addition, the application will need to
announce the message size to all the switches on the path in order to get a complete end-to-end
cut-through path. This will require a lot of synchronization between switches and could be diffi-

cult to implement.

The second approach is similar to the one used by IP/ATM switches. The switch tries to classify
flows dynamically. If the switch sees a certain number of packets with the same characteristics
within a certain amount of time, it will switch the flow. However, with constantly changing traffic
patterns, the switch does not have enough information to make a good estimate of the flows future
duration[8]. A flow which lasted for several seconds can stop in the next microsecond. With a
total of only several dozen channels, each at 1@ Gbt/s, a bad decision can be very costly in terms
of wasied bandwidth. Perhaps, in the future, when WDM systems will support higher number of
channels, this approach could be used. Therefore, for the rest of this paper we focus on the first

approach; that is, we assume that the size of a flow is known in advance and devise algorithms to
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determine if a flow should be switched optically or electronically. Our goal is to devise an algo-

rithm that will minimize message delay in the network.

3.2. Model Architecture. -

The main question of this study is: Given a network shown in Figure 3, how do we decide when to
switch a flow? The answer depends on the number of available WDM channels, IP ports, delays in
the network, set-up times and other factors.We came up with a conceptual model of an IP/WDM
switch that would be simple, yet would capture all the essential properties of the actual physical
node. These properties are: number of available wavelengths, switch capacity of the IP switch and
different delays depending on whether the message gets routed or switched. We came vup with a

simple single switch model shown in Figure 6.

This model uses a broadcast optical star to model a single WDM Frequency Selective Switch
(FSS). The broadcast optical star can take an input wavelength on any of its input ports and trans-
mit it on all cutput ports. If more than one node transmits on the same wavelength, it will cause

collisions on this wavelength on the output ports. We can represent a FSS as a broadcast star if we
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assume that there is no wavelength changing done within the FSS, so that the message incoming

to the input port of FSS on some wavelength A will leave the FSS on the same wavelength A

IP Router or Switch
Delay=Routing

(5o

User Terminal

Figure 6. [P/WDM switch
If one of the wavelengths is taken by some port, .o other input ports will be able to transmit on
that wavelength. As shown in Figure 6, N user terminals are connected to each other by the opti-
cal star. Each user terminal has a separate TX/RX port for WDM and IP. It can therefore transmit
or receive on both the WDM and the IP channels simultaneously. We also assume that the star can
connect at most W nodes at a time, where W is the maximum number of WDM channels in the
system. In addition, the optical star has K connections to the IP router, where K is the number of
ports on the router. The routing capacity of the IP router is limited by the number of ports it has,
since at any given time, it can only receive at most K messages (one message for each port).
If there are more transmitting nodes than IP ports, there will be contention between the nodes for

the ports on the IP router. Therefore, K captures the effect of port blocking on the IP router.

Each of the N nodes generates messages which represent flows. If messages go through the IP

router, they get broken into IP packets, otherwise they get switched directly through the optical
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star. The delays of each path will obviously be different, depending on the router’s load. The basic
trade-off between sending a message over WDM vs. IP is the set-up delay required for establish-
ing a cut-through opticai path. For the large messages, this set-up delay will be small compared to
their transmission delay, but the routing delay will be very high due to the large number of IP
packets that will have to be sent out, causing congestion in the IP router. On the other hand, for
small messages, this set-up delay will be much larger then their routing delay so it will make
sense to send those packets through the IP router. This reasoning lead us to believe that a thresh-

old scheme would work best for the switch controller.

/.

L
Figure 7.L vs. T

The threshold scheme is simple and it is based on the length (L) of the incoming message and the
size of the threshold T. The rules are outlined below:

if L >T, switch the message optically over WDM

if L< T, switch message electronically over IP
Figure 7 shows a graph of a 45 degree line L=T. All the points below the line represent the region
where the decision would be “WDM?”, and all the points above L=T represent the region of the

“IP” decision.
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3.3. Simulation Architecture.

We simulated the proposed model using OPNET. The overall network topology is shown in Fig-
ure 8. Two multi-channel buses were connected by the IP/WDM switch. Each bus supports W dis-
tinct channels, simulating the optical broadcast star. All transmitters are placed on the left side of
the IP/WDM switch and the receivers are placed on the right side. If the node has a message to
transmit, it sends a request packet to the IP/WDM switch teiling it the size of the message. The

switch then makes a decision and sends it back to the transmitter, which then sends out a message

P
)

either over WDM or IP.

IP/WDM SWITCH |

Figure 8. Simulation network topology

The general structure of the IP/WDM switch is shown on Figure 9. It consists of the routing com-
ponent, controller and WDM component. We modeled the routing component as an input queue
switch with CxC switching fabric and constant delay for the routing table lookup and header pro-
cessing. Although this is a very simplified model of a router, it captures the queuing delay of the
packets in the system. The delay associated with header manipulation and table lookup can be

considered to be constant.

17



IP router module

switch

i

Control
Processor

W channels
WDM

Figure 9. Simulated IP/WDM switch

In the type of queueing architecture displayed in Figure 9, a separate buffer is placed on each
input port of the switch. The input buffers may operate in a First In First Out (FIFO) or First In
Random Out (FIRO) fashion. If no scheduling algorithm is used to select which cells to transmit

at the beginning of the routing cycle, head-of-line blocking may occur with more frequency.

cells blocked by HOL
input SWITCH output

destinations conflict request
Figure 10. HOL blocking in 4x4 switch
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When 'k’ cells at the head of their queues compete for the same output, only one is allowed to
pass through, and ’k-1" cells must wait for the next routing cycle. In the meantime, while one of
the ’k-1" cells waits for its turn, other cells are queued in the FIFO, and blocked from reaching

possible idle output ports in the switch. Figure 10 shows head-of-line blocking for a 4 by 4 switch.

A theoretical performance analysis of a strictly input queued space-division packet switch, with-
out arbitration, was conducted in [9]. For independent and identical Bernoulli traffic sources, a
large number of input ports, and incoming packets uniformly distributed among all outputs, it was

determined from the analysis that the maximum saturated throughput is approximately 58.6%.

The control processor makes the decision on whether the message is to be transmitted over the
WDM chanrnel or over IP. If the message size is larger than a certain threshold and a processor can
allocate a channel to the message, then it is sent over the WDM. If no channels are available, two
possibilities exist: the controller can either tell the transmitter to send the message over IP or it can
tell the transmitter to wait with the transmission until a wa elength is available. Two reasons exist
for why the channel can’t be allocated. Either, all of the WDM channels are already used or

the receiver on the receiving node is already used.

4.Static Threshold Schemes

4.1 Algorithm.

Our first scheme is a simple static threshold scheme that was described in section 3. The IP/WDM
switch uses the following static decision policy: the size of the message (L) is compared to the

threshold T. L has some probabilistic distribution which we normally do not know in advance. In
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this chapter, however, we assume that the distribution of L is known. By knowing the distribution
of L, we can choose a single optimal threshold T that will minimize the delay of the messages in
the system. Thus our goal is to determine the optirnal threshold for which the delay of the mes-
sages in the network is minimal. T is chosen only once and it does not change in response to the
state of the network, so in this sense, the threshold scheme is static.
The relationship between L and T can be best observed from Figure 7. It follows that

if L >T, the message is switched optically over WDM

if L< T, the message is routed electronically over IP
If the message cannot be switched optically right away because there are no more WDM channels
left, or because of the receiver contention, then the message is put into the tail of FIFO queue

where it waits until it can be serviced.

4.2 Analytical Model (M/G/1 approximation)

We devised an analytical model of the system in order to approximate the delay that messages will
encounter through the system. We will later use this approximation to obtain the optimal threshold

values which will minimize the message delay in the system.

P= (b-T)/(b-a)

R,z (T-a)/(h-a)

1/(a+b) |------ —

1P

Figure 11. Distribution of the message size

In our definition, message duration is the length of the message divided by the transmission rate.

20



Assume that the message duration is uniformly distributed between a and b seconds (Figure 11).
All messages with duration which falls in the shaded area are sent over WDM, and the rest are

sent over IP. We can easily calculate probabilities of the message being sent over WDM,

P(L>T) or IP, P(L<T). Therefore, P4, and P, are given by

ip
T -
P(L>T) = Py = 5o
b-T
P(L<T) = Py, = 7—

In order to analytically calculate the message delay, we model each of the paths the message can
take through the system as a queue. Therefore, we have a system with two queues,

one for the IP path and one for the WDM path (Figure 12).

Figure 12. Queuing model of IP/WDM switch

The total arrival rate to the system, A ,is the arrival rate of each individual node multiplied by

in>

the number of nodes. Therefore, the respective arrival rates to the WDM and IP queues are:

b-T
A'wdm = Dydm™in = ((b—a))}bi"
A, = P, = $=9)

ip ip™tin (b _ a) in
We approximate both the WDM and the IP systems as an M/G/1 queue (Figure 13). Even though,

the WDM queue should be an M/G/w queue, where w is the nuiaber of WDM channels, we do not

21



have solutions for the delays in such a queue. However, we can approximate M/G/w queue with
. . " . . ’ A'wdm .
the arrival rate A;, as w independent M/G/1 queue with an arrival rate of A’ ;,, = —— . This
w

approximation appears reasonable when the system is very lightiy loaded, so that A, is approxi-

mately 0. In this case, there will be no queueing and every arriving packet will be served immedi-
ately. Therefore, the delay for both M/G/w and M/G/1 systems will be the transmission time of
the packet. For very heavy loads, the delay in the M/G/1 system is also approximately the same as
the delay in the M/G/w system, because all the servers in both system will always be busy. This

means both systems are work-conserving and will have the same delay.

w an‘ues Mw M/G/1
Mw M/G/1

M/G/w vw A/G/1

ks
'
\V4

My T 1T~
_

M/G/1

Figure 13. M/G/w approximation for the WDM system

Similarly for the IP queue, we approximate the M/G/C queue, where C is the capacity of the

A
router as an M/G/1 queue with arrival rate A", = %’ :

Using the M/G/1 approximation, we can now calculate the expected delay of the message in the

system using the Pollaczek-Khinchin (P-K) formula [10]:
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_ Ax: -

W=_——"—1+X
2(1-p)

where X is average message length, X° is the second moment of X, and p = AX is the utiliza-
tion.

For the WDM queue, the average service time, second moment and utilization are given by

- b+T
Xwdm = ( ) )+Dse1up
b+D,,, 3 3
X2 - J‘ ’ x2 dx = (b+Dsemp) _(T+Dserup)
wdm b-T 3(b-T)
T+D

selup

— ’ Y
Pwdm = A wdede

The expected delay in WDM queue is then:

2
_ A"wde wdm o

w = ———+X
wdm 2(1 - dem) wdm

We can also calculate W,-p in the same manner. Figure 14 shows the approximation of the IP

queue as an M/G/1 system. Originally, the IP queue system consists of N queues which represent
input ports on the router and C servers which represent the CxC switching fabric of the router. The

approximation contains two steps. First, N queues, each with input rate A are approximated as

one queue with arrival rate of NA . Then, the system with one queue and C servers is approxi-

. . . . NA
mated as a system with a single server and one queue with the new arrival rate <

Now, if we assume that all IP packets constituting a message arrive to the same queue within a
router simultaneously, then all the packets from that queue will need to be sent out sequentially

before the new message in the queue will get serviced.
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Therefore, the average service time of the message in an IP queue is its average duration,

o +T
X, = (“2 )

N ports

servers Servers server

NA
NA T
| —> Ik

|
( o

Figure 14.M/G/C approximation for the IP system

)

The calculations of X and w,, are similar to the WDM case:

ip Pip

ip

2
A.’- X ip —
W, = —F ___+X;
P 2(1-p,)
Averaging over the IP and WDM systems, we can obtain an expression for the expected delay of a

message entering an IP/WDM system:

-y T-a)y,

Wtotal = Pwdmwu'dm+PipWip - (b—a) wdm (b—a) ip

Using Maple, we can plot graphs of W, ,, vs. T (Figure 15). We can see that the system is stable

only in one region between 0.45 and 0.8 (a). On the left of the stable region, the system is unstable
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because of the delay in the WDM queue, and on the right it is unstable due to the delays in the IP

queue. If we increase Dse,,,p , then the delay in the WDM queue will increase and the region of

stability will begin to shrink(b). Decreasing of W or C will decrease the capacities of the WDM

and IP systems which will cause increase delays in the WDM and IP queues. We can also shrink
the stability region by increasing the load, since too much traffic to the IP and WDM queues will
also cause increased delays in the system. Eventually, we can reach the point where the system is

not stable for any value of T.
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Figure 15. Wioral vs. T for a)a=0, b=1, D, ) =0.1s, W=5, C=3, A;, =10.

setup

b)a=0, b=1, D, =04, W=5,C=2, A, =10.

selup
Given D,,,,,W,C, A;, and the message size distribution, we want find a value of T which will
always place us in the stable region of the graph, if it exists. This is the first and foremost goal of
finding an optimal T. Once the system is stable, we would like to find a value of T which mini-
mizes the delay in the network. However, minimization of the delay is possible only in the stable

system, so finding a stable region is the most important task. One approach that will guarantee sta-
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bility is to make sure the utilizations of the WDM and IP queues are equal. Seiting p;, = p,, 4,

and solving for T we obtain:

2 2 2 2 2 2
KCDsetup) +(Ch) +2C stett¢p+Ca W+ Wb C+2WCbhD +(aW) -CD

C+W

setup setup

T =

This is a reasonably concise solution for T and it would be easy to implement in the real system.
Results shown in Tables 1-6 prove that this T not only guarantees stability, but also achieves a

delay which is very close to the minimum delay.

4.3.Simulation Results and Analysis

Figure 16 shows results from the Opnet simulations. We simulated the system for the following
conditions: capacity of the router (C) =5, total number of WDM channels (W) =10, message dura-
tion uniformly distributed between 0.001 and 1 seconds, and setup delay between 0.1 and 0.5 sec-
onds. The the capacity of the system is a surn of the capacities of the IP and the WDM
subsystems:

Capacity,,,, = Capacity,,,, + Capacity,,
Assuming the same transmission rate (TXrate) for both the IP and the WDM systems and ignor-

ing the effects of channel blocking and receiver collisions, the capacity of WDM system can be

crudely approximated as Capacity,,;,, = W x TXrate, where W is the number of channels
available for flow switching. Similarly, the capacity of the IP system is

Capacity;, = Cx TXrate . The load on the overall I/WDM system is A, X , where A, is the

total arrival rate due to all the transmitting nodes and X is the average length of the message. We
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can also express A, as NA, where N is the number of transmitting nodes and A is the arrival

rate to each individual node.

The system will be unstable if the incoming load is more than system’s capacity, so that

(W+ C)TXrate<A, X

In our simulations, A;,=14. Since the message duration is uniformly distributed between 0.001

and 1 seconds, X is approximately 0.5 seconds. TXrate is normalized to be one maximum size
message per second. If we substitute the values of C,W and A, in the previously describe ine-

quality, we get (5+10)*1>14*0.5, so the IP/WDM system can easily handle the applied load of 14

messages/second.

For the plots in Figure 16 we observed that for a small T, the system was unstable since most of
the messages try to go through the WDM path. WDM cannot handle the entire load, because of
the limited number of WDM channels. The queueing delay on the WDM part of the systern
became infinite and the system became unstable. For larger values of T, more messages got sent
through IP and the system stabilized. As T continued to increase, most of the messages went
through IP, which eventually became overloaded and unstable. This condition can be seen in the
regions of increasing delay on the right sides of all the graphs. In addition, we observed that as
we increased the setup delay from 0.1 to 0.5, we shrunk the stable region by moving the left
boundary of the stable region to the left, while the right boundary remained at the same place. We

can also drive the system to instability by increasing the load on the system or decreasing the
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switching capacity of the router. Thus, it is possible, that for very high loads and high setup

delays, that the system will not be stabie for any T.

W=10, C=5, Dsetup=0.1s
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Figure 16. Simulation results for various Dsetup and T
a) Dsetup=0.1, b) Dsetup=0.3, c) Dsetup=0.5
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Figure 17. Analytical results for a system with C=5, W=10, A.i" =14
a)Dsetup=0.1, b)Dsetup=0.3, c)Dsetup=0.5

Figure 17 shows analytical results for the same parameters as described for the simulation. (C=5,
W=10, A, =14). We also varied the setup times between 0.1seconds and 0.5 seconds while keep-
ing the capacity of the router and the load constant. We can see that the stable region moves to the
right as Dsetup is increased. There was no change in the position of the border of the stable region
defined by IP, since the capacity of the router was not changed. Had we decreased the capacity of

the router, the stable region would shrink to the left. If we compare stable regions in the simula-
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tions and analyses, we can see that they are essentially the same. However, in our analysis we did
not compensate for HOL blocking within the router. Since HOL blocking is known to reduce
throughput to 59%, the capacity of the router may be reduced by a similar number. Also, the
capacity of the WDM queue is reduced by the channel blocking and receiver collisions. Thus, the
analytical model is only a rough approximation of the real system, but we will later show that it

produced reasonably accurate results.

So far, we have discussed several analytical methods for finding T which would place us at the

stable region of the system. For example, we can set utilizations of IP and WDM queues equal to

each other; in other words Pip = Puwdm-

We could also try to find the T which would make the delays of the IP and WDM queues equal

(T ). Finally, using Maple we could find the actual minimum point on the Message Delay vs. T

graph, and the value of T which corresponds to that point (7. ). In addition, we have results

min

from the simulation (T _;_ ), which represent the simulated value of T that minimizes overall

sim
delay.

There is one important note about the simulation results. We feel that the length of the OPNET
simulations was not sufficiently long to yield the steady state results. While running OPNET sim-
ulations, we were limited by the nature of the simulation software which requires a lot of process-
ing power, so we could not run the simulation for very long durations. Therefore, the results

obtained in the simulations might differ from the actual steady state results although we feel that

they are sufficiently close to provide useful insight.

30



Tables 1 through 6 show the comparison between the values of T and the message delays (W, , ;)

for different methods discussed in the previous paragraph. The heading of each table indicates the

number of the WDM channels (W), capacity of the router (C) and the load on the system (A, ).

Each row contains the values obtained in the simulation run with different values of D,erp’ From

the resulfs we see that analytical results are similar to the simulation results. We also see that T

is usually quite close to the actual minimal point on the graph (T, ;)

Table 1: C=5, W=5, A, =10.

Doy ® 0.1 0.3 0.5
r. W, | 072,087 | 0.765,1.02 | 0.795, 1.15
Tp Wyo | 0726,0.87 | 0756,1.02 | 0.78,1.16
Ty W, | 0-859,1.283 | 0.883,1.49 | 0.90,1.743
T, W, | 0725066 | 078,073 | 0.8,0.89
Table 2: C=5, W=5, ;=14
Dy, 8) 0.1 03 0.5
T, . W, | 0722139 [0.758,1.92 |0.80,2.67
To Wi |0726,139 |0.756,1.92 | 0.78, 2.682
Ty W,y | 0776,1791 (079,249 | 081,347
T, W, | 072509 074,111 |08, 16
Table 3: C=5, W=10, A, =10
Dy, (5) 0.1 03 0.5
T . W,.| 07071 | 077,083 [ 081,094
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Table 3: C=5, W=10, A, =10

D,y (s) 0.1 0.3 0.5
T Wiosal 060,071 | 0.637.0.84 | 0.66,0.963
Ty W, |0844, 1118| 0871,135 | 089,158
Ty Wy | 07:0675 | 078,075 | 08,083
Table 4: C=5, W=10, A, =14
Dyprp () 0.1 0.3 0.5
T,.n W, | 0673.0.847 | 0.725,1.05 | 0.75,1.26
Tp Wi | 060,0.848 | 0.637,1.05 | 0.66,1.28
Tys W,o | 0733, 1157 | 0766, 1.55 | 0.78, 1.89
oo Wip | 069-082 | 072,102 | 0.76,1.26
Table 5: C=10, W=5, A, =10
Dippp(s) 0.1 0.3 0.5
T,..W,. | 0820683 | 0.874,0.73 | 09,0.763
Ty Wi | 0830685 | 0.851,0.73 | 0.87,0.775
Tws Wiotal o o o
Ty W,o | 0-81,0.688 | 085,071 | 09,0772
Table 6: C=10, W=5, )., =14
Doy (s) 0.1 0.3 0.5
Tpi W0 | 0-82,0.811 [0.859,0.887 | 0.88,0.942
Ty Wi | 0830811 |0.851,0.888 | 0.87,0.953
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Table 6: C=10, W=5, A, =14

D1y (S) 0.1 0.3 0.5
TW’ wroml - - o
Tsimo Wiotal 0.81, 0.764 0.85, 0.86 0.9,0.99

In general, we would like to have a scheme that would achieve low delays in the network with the
least available information about the network. If traffic conditions were fixed and the message dis-
tribution was known, our algorithm could be applied to minimize the delay in the network. How-
ever, typically, we do not normally know the distribution of the message size or the load in the

network which makes the static scheme impractical for implementation in the real system. There-
fore we need some kind of dynamic algorithm which will allow us to adjust to the changing traffic

conditions in the network.

5. Dynamic Threshold Schemes.

There are several approaches to changing the threshold dynamically in response to the changes in
network load. We propose two approaches: a centralized scheme and a distributed scheme. In the
centralized scheme, only the IPYWDM switch decides on the designated path of the message. In
this scheme, the transmitting nodes do not play a part in the decision process which is iocalized at
the switch. The alternative to the centralized scheme is the distributed scheme, where each trans-
mitting node makes a decision for itself, based on its own estimate of the expected delay of the
packets using each path. This method doesn’t require the computation of the threshold at the
switch, since all the decisions are made locally at each node. However, each node needs enough

information to accurately approximate the expected delays through each path.
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There are advantages and disadvantages to both schemes. The centralized scheme is much easier
to implement for smaller networks, since the decision process is localized and only the switch has
to maintain and collect the information needed for the calculation of the threshold. However, the
centralized scheme is less practical for a larger network where having a single decision point
increases a chance of a failure of the whole network and requires the switch to make too many
decisions. On the other hand, the distributed scheme avoids the central decision point, but it
requires that each node possess enough information to make a *“good” decision, so large amounts
of state information need to be maintained and passed through the network using protocols similar
to Open Shortest Path First (OSPF) and Border Gateway Protocol (BGP) which are used to com-
pute routes in the internet. Thus the implementation of the distributed approach is going to be
much more involved, as it is with many distributed algorithms. However, there is a faimess issue
associated with the centralized scheme. It is inherently unfair, since as discussed below, it makes a
decision on the fotal average load of the switch, thus ignoring the loads due to the individual
nodes. This is unfair, since the adjustment of the threshold in response to the fotal average load
will penalize all nodes equally, although their contribution to the average load might be unequal.
The distributed scheme remedies this problem by avoiding the use of a fixed threshold and ietting
each node make an individual decision which will be optimal for that node. Below is a more

detailed discussion of the centralized and the distributed schemes.

5.1.Centralized Decision Scheme

In the centralized decision scheme, the switch makes measurements of the average load on the IP

and WDM queues and adjusts the threshold in order to balance the load between the two queues.
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We have to make sure that neither of the queues gets overloaded, since that would cause higher
delays and possible instability. Therefore, we need to dynamically balance the load between the
queues, so when one queue gets too much traffic, the switch redirects the traffic to the other queue
which is underutilized. This traffic redirection is done dynamically by shifting the threshold in a
direction that reduces the load on the overutilized queue. Our goal is to devise an algorithm that
keeps the load on both queues balanced and quickly reacts to the sudden changes of the load. We
hope that such an algorithm will keep the system in the stable region and achieve the goal of

reducing message delays.

5.1a. Average load measurements

We need to make accurate measurements of the load on the IP and the WDM queues. Since our
router is slotted to the duration of one IP packet, we measure the load at each slot and then calcu-
late the average load over a reasonably long period of S slots. The load of the IP router per slot is
defined as the number of queues serviced during the slot divided by the maximum capacity of the
router (C). Similarly, the load of the WDM system is defined as the number of busy channels dur-
ing a slot divided by the total number of WDM channels (W). Using these definitions we can cal-
culate average loads Cav and Wav over some time period S. However, WDM channels remain
occupied for much longer durations of time than one IP slot because every transmission on any
WDM channel lasts for The message transmission time + Setup Time. Thus we need to choose a

measurement period which is presumably much longer then a WDM message.

Having calculated Cqv,and Wav; for some measurement period i, we need to apply some estima-

tion technique to these values to get longer term estimates of the average utilizations Cav and
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Wav. One way to do this is to use the first order Auto Regressive Moving Average(ARMA)
technique for our estimation [11]. In ARMA, the estimated value of some parameter X that we are

trying to measure depends not only on the current measurement of X but also on the previous

measurements. For example, o denote the weighting factor of the current measurement X; of
parameter X, and X;as the current estimation of X. The estimated parameter X is obtained recur-
sively by
Xi=aX,+(1-0)%;i_,
Applying this to our estimates of average load on I[P and WDM queues we obtain:
Cav; = 0.Cav;+ (1 - a)Cavi_|
Wav, = aWav, + (1 - o)Wav;_

5.1b. Threshold Scheme

The goal of the dynamic threshold is to keep the load on the IP and the WDM queue equal. This is

done by comparing Ca?b to Wavand moving the threshold in a direction that redirects the traffic

from the more loaded queue to the less loaded queue. We use additive increase/decrease rule to

change the threshold. We change the threshold by the difference between Cav and Wav which is

multiplied by some positive factor M. Thus, the threshold adjustment rule is:

T, = M(Wav,— Cav) +T;_,
Therefore, if Cav > Wav , then we want to decrease the load on the router and the lower thresh-
old to send more traffic through WDM. This will happen, since Wav - Cav will be negative. On

the other hand, if Wav > Cav, then the WDM queue is overloaded and the threshold will shift
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up. The amount of increase/decrease of the threshold depends on a constant M, which can be

tuned for optimal performance.

5.1c. Adaptive a..

We choose the weighting factor o to be adaptive rather than a constant in order to filter the sto-

chastic oscillations of our measurements. With a constant weighting factor, the estimates of

Cavand Wav are also oscillating about the mean value. Decisions based on these estimates are
not reliable. For example, if o is large, the value of Cav or Wav will depend mostly on the cur-

rent sample value. Since those values might oscillate, the values of Cav and Wav will also oscil-
late, which will force the threshold to oscillate as well. If those oscillations are too large, the

threshold scheme might not work very well, since it will react too much to the transient changes in

the load. On the other hand, if o is too small, then Cav and Wav will not depend on the current
samples and thus the threshold will not change rapidly enough in response to the changes in the
load. Therefore, we would like to filter the measurements in such a way that the stochastic
fluctuations of the measurements will be smoothed out while the persistent changes of statistics
due to overloading or underloading of the queues will be tracked quickly. We opt for an adaptive
moving average technique in the sense that it adapts to the changing loads. We want o to be small

when the loads are fluctuating about the mean but large when there are abrupt changes.

Using the algorithm described in [11], the adapting « is calculated as
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€, = kE>+(1-k)g;
where E and € are the estimation error and the estimate of the squared estimation error, respec-
tively. By varying k we can change the responsiveness of o to changing load conditions. For a
case where C=5, W=5, Dsetup=0.3 and A,, =14, we found that the delay is minimized when
k=0.8. (Figure 18) This might seem a bit surprising, since initially we thought that a very respon-
sive o (high k) will lead to the increased delays. However, from the graph, it seems that the delay
is almost constant for k greater than 0.4 and does not increase much for higher values of k, which

means that o can be very responsive without adversely affecting delay in the system.

Message Delay
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Figure 18. Message Delay vs. k, [W=5, C=5, Lin=14, Desetup=0.3]
One possible explanation of this is that rapid changes of the threshold in response to the transient
changes of the load are not necessarily detrimental to the system performance. Several other sim-
ulations with different values of C, W and Dsetup showed similar behavior, so we decided to keep

k=0.8 for the rest of our experiments.

5.1d Moving Threshold Analysis

We simulated the moving threshold scheme for various values of system parameters. In general,

the plots of Threshold vs. Time resemble Figure 19 [12]. We would like the threshold to converge

38



to some steady state value. Convergence is generally measured by the speed with which the sys-
tem approaches the steady state. However, in most cases, the threshold did not converge to a sin-
gle steady state, due to the limited nature of feedback. Instead, it reached an “equilibrium” in
which it oscillated around the steady state. In Figure 19, we define smoothness. The smoothness is
a term which describes the size of oscillations of the threshold. The smoother the plot, the smaller

the oscillations are about the goal value.

Threshold Smoothness

Time

Figure 19. General form of the Threshold vs. Time plot

Figure 20 shows the plots of threshold vs. time for different values of k. As explained above, the
value of o affects both the smoothness of the curve. For small k, o is not very responsive and this
leads to lower smoothness, because the threshold does not change quickly in response to a chang-
ing load, causing larger oscillations. On the other hand, large k leads to a very responsive o,
which increases the smoothness of the curve (Figure 20.c). We would like to have a curve that is
smooth. In general, the smoothness of the curve depends on the incoming load and the ability of
the system to handle it. The better the system can handle the load, the smoother will the threshold

curve be. This happens because neither of the queues are heavily loaded and thus there are no
large changes in Cav and Wav . Since the threshold depends on the change between Cav and

W;zv , if the change is small, the threshold will not oscillate much.
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This rule, however, does not apply to the case when the system is overloaded. When the system is

overloaded, the threshold no longer oscillates, since both the WDM and the IP queues become
overloaded and the values of Cav and Wav remain almost constant and approach 1. Thus the
difference between Cav and Wav will be minimal and the threshold will not oscillate. Figure 21

(a) shows a plot of an overloaded system where the initial threshold was set to 5 x 108. However
since the system became overloaded from the beginning, the threshold change was very small

over the 70 second time period.
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Figure 20. Delay vs. time, for k=0.1, 0.5 and 0.8 in a system where W=5, C=5 and Dsetup=0.3
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Unfortunately, this example shows that our scheme does not have a way to lead itself out of the
unstable region, once the system gets there. Thus, the threshold scheme works only in the situa-
tion where the system is not overloaded.

A similar situation takes place when the system is very lightly loaded. In such cases the loads of

the IP and WDM queues approach 0. Since Cav and Wav are almost constant and close to 0,

their difference will be constant and very small, so the value of threshold will barely oscillate.
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Figure 21. Threshold oscillations in an (a) overloaded system and (b)underloaded system

We can see this happening in Figure 21(b) where the threshold slightly oscillates between

9.5x 10° and  16° . The load in this example was so light compared to system capacity
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(C=10, W=5, Lin=3) that the IP queue could handle all the traffic and there was no need to use the
WDM path, which added additional setup delay to the transmission.
Figure 22 shows the plots of the thresholds vs. time for different system parameters. The average

values of thresholds and delays are given later in the chapter. We can see that the size of
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Figure 22 Threshold vs. Time for systemis with varying capacity
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threshold oscillations depends on the load of the system. In the case when C=5 and W=5 and the
total load is 14 packets/second, the threshold curve is not smooth at all - there are large oscilla-
tions in the value of the threshold at every observation period. This happens because every obser-
vation period the switch tends to distribute the traffic between the IP and WDM queues, but since
the load is high, even the small increase of load around the optimal threshold tend to overload the
queues. Thus since both queues are heavily utilized, the switch keeps alternatively overloading
them, which results in the oscillations of the threshold value.

In case when W=10 and C=5, the overall capacity of the system increases, which in turn increases
the smoothness of the threshold curve. However, we see that the plot is smoother for the case
where W=5, C=10(c) than for the case where W=10, C=5 (b). This means that the capacity of the
system in (c) is higher than in (b). Even though the total number of (IP+WDM) channels is kept
constant in both cases, the system with the higher capacity router performs better. This happens
because in our simulation the IP queue has higher potential capacity than the WDM queue. The
reason is that the throughput of the IP queue is limited only by the HOL blocking. The capacity of
the WDM is limited, however, by reccivér contention and setup delay. Thus adding extra IP chan-

nels leads to better performance than adding extra WDM channels at the same transmission rate.

5.2 Distributed Decision Scheme

5.2a.Decison Scheme

One major problem with the centralized decision scheme is that it is unfair. Since it reacts to the
average load on the IP and WDM queues, it does not take into account the needs of individual
users. Therefore, while 9 out of 10 subqueues might have low utilization, the 10th subqueue is

highly overloaded, but since it contributes only 1/10 of the load to system on average, the overall
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load might still appear low and the centralized controller will not pay attention to the overloading
of that queue. Thus there is a need for the more fair decision scheme. Such a fair scheme is a
scheme where each user makes a decision for himself based on the expected delay of its message
throngh the network. If a user has enough information about the delays in the system to calculate
the expected delay that the sent packet will experience in the network, it will always send the
packet on the path that has the lowest expected delay. Therefore, each of the nodes will make an
entirely local decision trying to minimize its own delay and the overall scheme should achieve
performance that is more fair than with the centralized scheme. In this scheme, users make esti-

mates of the delays through IP and WDM (D,-p , D, )andif D,-p >D,, ;. then the message is

wdm

sent to the WDM queue. If D;, <D, ,,, then the message is sent to the IP queue.

5.2b.Rate measurements

The difficulty with the distributed scheme is that we are trying to make a reasonable estimation of
the delay in the network with the minimal available data. We assume that each node knows the
number of the messages that await transmission within its own queue. We also assume that each
node has access to statistics such as the average utilization of the IP router and the WDM chan-
nels. With these statistics, we try to estimate the expected delay the message will experience when
entering the network.

Unfortunately we do not know the service rates for the WDM and the IP queues. However, from

the calculations done in the centralized scheme, we know the average values of load on the WDM

and IP queues (Cav and Wav). If we can obtain the average number of WDM subqueues (B,am)



and IP subqueues (B, , )that are non-empty during the previous sampling time, we can estimate

R, . and R, which are the respective average service rates of the IP and WDM queues:

Way

Rwdm = B
wdm
C’(\zv

Ry, = =
ip

These rates R, and Ri-p are fractions between 0 and 1 and represent the probability that a busy

subqueue is served during the slot.

Next we estimate the minimum delay the message will experience in the WDM queue. The arriv-

ing message will have to wait some time D, for all the messages in front of it to get transmit-

ted. Since we know the exact size of the messages we can express the overall size of the queue in

bits: Q,,4,,(its) . The time required to transmit all the messages in the queue including the

Q. am(bits) N L
TXrate TXrate

incoming message will be ( ) , where TXrate is the transmission rate of the

network. In addition, we also know the total number of messages in the queue, and we can esti-

mate the delay associated with setting up a WDM channel for each of those messages. Assuming

R, ;=1 and that there is no waiting due tc receiver contention, we obtain:

Q. am(bits) L
D, im = ( ;‘;rate + TXrate) + Dsmp(dem(messages) +1)

However, R, ;,, and R;, may be lower than I, since they are limited by channel contention.

Thus, taking contention into account we can estimate the delay on the WDM system as:
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D _ (dem(bits) . L
wdm TXrate TXrate

)/Rwdm + Dsmp(dem(messages) +1)

The expected delay for the IP queue can be estimated using similar reasoning. Our IP router is set
up in such a way that each node has an individual subqueue within the router. Therefore, all the
packets arriving from the same node to the router are inserted in order to the same subqueue.
Thus, each subqueue contains only packets from a single node in their arriving order, so when the
packet from node N arrives to the router, it only sees the previous packets from node N waiting for
transmission in the queue. This means that the messages from the same node cannot get out of
order within the router, and message n will always get transmitted after message n-1. In other
words, the messages in the IP queue are stored in the same format as in the WDM queue, so the
only difference between the IP and WDM delays is the absence of the setup delay in the calcula-
tions for the IP queue. Therefore, the expected delay of a message going through the IP queue can

be estimated by:

Di” B ( TXrate +TXrate)/RiP

Figure 23 shows the comparison of the real average delay experienced by the messages compared
to our estimated average delay for a system with C=5, W=5, Lin=10. We can see that the esti-
mated delay tends to be slightly lower than the real delay, although there are cases when the esti-

mated delay is much higher than the real delay. The probable explanation for these discrepancies

is the inexact estimation of R, ;,, and R;, which depend on the average values of Wav and

Cav. Since Cav and Wav are calculated at the beginning of the sampling period S, their values
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stay the same for the duration of that period until the next period. Since we use a large S in order

to get better estimations of Cav and Wav, this also means that towards the end of the sampling

period, the actual service rate of the WDM and the IP queues changes, although our estimation

will not indicate it until the next sampling period, when Cav and Wav are once again recom-

puted. Thus, there exist cases where estimated and real delays vary greatly, although for most

cases the estimated delay is reasonably close to the real delay.

[======== w-s c-5. un-10, Dseup-03 =

real_ delay

S 6 7
est_delay

Figure 23. Real vs. Estimated Delay.

5.3 Simulation Results and the Analysis of the Dynamic Schemes

Tables 7 through 12 show the results achieved with the centralized and distributed dynamic
schemes. The heading of each table indicates the number of the WDM channels (W), the capacity
of the router (C) and the load on the system (Lin). Each row contains the values obtained in the

simulation run with different values of D, - The first two rows show the results obtained from
etup

the static case analysis and simulations aud are the same as in tables 1-7. T,,; and W _. are the

n
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minimal threshold and minimal delay calculated using the analysis for the static scheme, where

we chose the value of T that minimizes W. T, and W are the results obtained from the
simulations in the static scheme. T, and W_,, are the average threshold and the average

message delay obtained using the dynamic scheme with centralized decision. W, is the aver-

age message delay obtained from the dynamic scheme with the distributed decision. There are no
threshold measurements for the last case, since there is no threshold in the distributed decision
scheme. As for the simulations for the static threshold, we feel that the length of the OPNET
simulations was not sufficiently long to yield the steady state results. Thus, the results obtained in
the simulations are likely to be inaccurate but provide us with some insight to the behavior of the

scheme.

5.3a Centralized Decision Scheme.

In general, we see that the delays obtained with the centralized decision scheme are higher than
the delays of the static threshold scheme for the simulations where the load on the system is high
(Lin=14). In one particular case (W=5, C=5, Lin=14, Dsetup=0.5) we could not obtain a stable
delay since the system always became unstable with the centralized scheme. The reason for this is
a very narrow stable region of the system with such parameters. Since the dynamic threshold nor-
mally oscillates around the optimal threshold, in this case, where the stable region was narrow, the
threshold often osciliated outside of the stable region, thus causing the system to be unstable.

We believe that we still could have achieved stability in this system, but this would require further

tuning of various parameters, such as M and k.
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On the other hand, for the cases where the load is smaller (Lin=10) the delays are close to the
static case results. In addition, the average thresholds in centralized and static cases were very
close to each other. This tells us that the centralized scheme can achieve performance that is close

to that of an optimal scherie where all of the parameters and loads are known in advance.

5.3b Distributed Decision Scheme

On average, the distributed decision scheme performed similarly to the centralized decision
scheme. One major advantage of the distributed scheme was its higher tolerance to high load. For
example, in the case where the centralized scheme failed to achieve stability (W=5,C=5, Lin=14,
Dsetup=0.5), the distributed scheme obtained the delay which was very close to the static case
result. In addition, the distributed decision scheme seemed to perform better for the cases where

the WDM capacity was greater than the IP capacity.

Table 7: W=5 C=5 A,,=10

Dyprp® 0.1 0.3 0.5
T, W, | 0721,087 | 0765102 | 0.795,1.15
T, W, | 0725066 | 078,073 | 08089
T, W,.,, | 0765067 | 077,078 | 0.78,0.90
Wy, 0.71 0.8 0.92
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Table 8: W=5 C=5 A, =14

D;p () 0.1 03 0.5
T i Wonin | 0-722,1.39 1 0.758,1.92 | 0.80, 2.67
Tim Wyim | 0:725,09 0.74, 1.11 08,1.6
Teows Ween 0.675, 1.02 0.7, 1.67 unstable
W, 091 1.12 1.56
Table 9: W=10 C=5 A, =10
Doy (s) 0.1 0.3 0.5
Toiw Woin | 07,071 0.77,0.83 0.81,0.94
Teim Weim | 0-7,0.675 0.78,0.75 0.8,0.83
Topy W,on | 0637.0.72 | 0.665,0.85 | 0.69,0.97
Wi 0.73 0.81 0.857
Table 10: W=10 C=5 A, =14
Di¢rup(s) 0.1 0.3 0.5
T, i Woin | 0673,0.847 | 0.725,1.05 | 0.75,1.26
T im Wiim | 069,082 0.72, 1.02 0.76, 1.26
Ty W,on | 0621,096 | 0.648,1.21 [ 0.67, 1.85
Wi 0.91 1.13 1.39
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Table 11: W=5 C=10 A,, =10

D, o1 ®) 0.1 0.3 0.5
T . w._. | 0820683 | 0874,073 | 09,0.763
min’ min
T, W, | 08,0688 | 085071 | 09,0772
T, W, |0893,0685| 09,072 | 092,077
W, 0.684 0.777 0.92
Table 12: W=5 C=10 A, =14
Dy (5) 0.1 0.3 0.5
T . w._. | 0820811 [0.859,0.887 | 0.88,0.942
min’ min
T. W, | 08,0764 [ 085086 | 0.9,0.99
T, W, | 0861,084 | 057,088 | 0.89,0.94
W, 0.82 1.02 1.38

Tables 7-10.Simulation results.

6. Conclusion and Future Work.

Several static and dynamic threshold schemes for Optical flow switching have been presented.
Our goal was to design a scheme that would achieve the lowest delay in the network, while requir-
ing the least amount of information about the state of the network. First, we came up with the ana-
lytical model for the [P/WDM system. In our analytical model we assumed that the distribution of
the message size was known, which allowed us to derive a closed form solution for the optimal

threshold which resulted in the lowest network delay. We also used Opnet to find optimal thresh-
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olds and minimal network delays as predicted by the simulation. Simulation results were close to
the predicted analytical results and have shown that the static scheme would perform well if traffic
conditions were fixed and message distributions were known. However, typicaily, the distribution
of the message size and the load in the network are not known which makes the static scheme

impractical for implementation in the real system.

In order to adjust to the changing traffic conditions in the network, we developed centralized and
distributed dynamic schemes. In the centralized decision scheme, the switch makes the measure-
ments of the average load on the IP and WDM queues and adjusts the threshold in order to bal-
ance the load between the two queues. We devised an algorithm that tries to keep the load on both
queues balanced and quickly reacts to sudden changes of load. We believed that such an algorithm
would keep the system in the stable region and achieve low message delays. Our simulation has
shown that the centralized scheme achieved a delay that was close to the delay achieved by the
static scheme, although the distribution of the message size was not known in the centralized

scheme.

One major problem with the centralized decision scheme is that it relied on a single node to make
all of the decisions. We devised a distributed scheme where each user makes a decision for itself
based on the expected delay of its message through the network. The simulation has shown that

the distributed scheme performed just as well or better than the centralized scheme in most cases.

In general, simulations have shown that both the centralized and the distributed schemes can

achieve performance that is close to that of an optimal scheme where all of the parameters and

52



loads are known in advance. Depending on the size of the network and other specific require-
ments, either of the schemes can be implemented to reduce the load on the IP routers. However,
several other concems, such as performance of the scheme in a multinode network [13] and fair
allocation of the bandwidth to the requesting nodes, need further investigation. In the future, we
plan to extend the current single-node model to a multinode system, so we can evaluate the delay
between several switches. We also hope to evaluate various protocols for reserving a wavelength
along the path between several IP/WDM switches, such as OBS [13]. In addition, we will evaluate

various wavelength allocation schemes, such as one described in [14].
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